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A new version of Appian is available! Update now to take advantage of the |atest features in Appian 23.4.

| |V| This content applies solely to Connected KYC, which must be purchased separately from the Appian base platform.

Connected KYC Overview

Introduction

Appian Connected KYC is the third solution in our Connected Financial Services (FS) Suite and is a critical pillar in our
customer lifecycle management processes of the customer journey. Connected KYC has been built leveraging our internal
industry expertise and experience building out customer specific FS use cases.

This page provides a quick overview of all the ways Appian Connected KYC can help your organization. If you would like a
more comprehensive overview of the solution, check out Using Connected KYC starting with the Home Page Overview

What does Appian Connected KYC provide?

The KYC process doesn???t end after onboarding but rather is continually reinforced between an institution and customer
as the customer relationship deepens and extends. KYC can be triggered by a new or changing relationship with the
customer, timing (KYC data can expire based on policy) and events (recent negative news or other pertinent data).

Connected KYC eliminates the friction sometimes associated with KYC investigations, significantly reducing false positives
and unnecessary investigations, and streamlining the data management of an investigation to reduce risk. It will help
achieve a financial institution's goals of reducing risk, improving customer service, and enhancing operational efficiency

Configurable KYC Processes

Business users can fully manage tasks, documents, questionnaires, and different customer types.


https://docs.appian.com/suite/help/23.4/Appian_Release_Notes.html
http://0.0.0.0:4000/kyc-22.2.1.1/home-page-overview.html

Connected FS Settings ~

o Attributes

2 Questions
3 Documents

4 Tasks

Name

APAC Large Bank
Customer Type

Commercial Banking
Domicile

Hong Kong

Set Active on Creation

Set as default template

Calendar Settings @

Exclude weekends and holidays

Description

0/10

00

Increased compliance officer focus

About This Page

Use the Attributes page to set up how
and when templates will be selected for
each KYC. Choose a unique, identifying
name for each template. The
combination of Domicile and Customer
Type will determine if this template will
be used during a KYC process.

Setting a template to active will make the
template available for use immediately. If
you are not ready for a template to be in
use, set the template to inactive and you
can activate later on.

A default template is the template used if
there is not a specific template that
matches a Domicile and Customer Type
combination. You will not be able to set
an inactive template to default, but you
will be able update the default template
once a template is active.

NEXT

Connected KYC allows you to automatically route KYCs that require a manual review based on a custom set of rules
determined to reduce unnecessary workload and improve accuracy.
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Configure alerts to notify the compliance team of data changes to customer records and automatically open new KYC

investigations.



Update Alert Configuration

wnat Is an alerc?
‘ Specified Countries High Risk Alert /- An alert is a flag on the customer that is generated
when certain field values change

Trigger Conditions
What is a trigger?
Enter conditions that will trigger an alert. Then select the specific field values and their changes. Actrigger is a field/ set of fields which when their
values change, alerts are automatically generated.
Trigger an alertif:  All conditions are true v
How do the conditionals work?
Risk Score 100 ® Any condition is true implies that if any of the triggers
statements are true, then the alert to take effect. If
AND Domicile Argentina, Brazil, China, India, Mexico, Poland, South Afric © v & this is chosen, all the conditionals default to OR.
© Add Trigger Condition All conditions are true implies that all of the trigger
statements have to true in order for the alert to take
effect. If this is chosen, all the conditionals default to
AND.

Customer Filters

Determine which customers this alert will apply to. This alert will only apply to customers who meet this criteria. By default all customers receive the alert.

Example
© Add Filter

If you would want to create an alert for all customers
who either have risk score > 50 or whose domicile is
Generated Events United Kingdom, you would choose "Any of the
above". Add a trigger with a field of risk score,
Select events to generate when the alert is triggered operator of >, value of 50. Add a trigger with a field of
Domicile, operator of IN, and value of United
Then Create KYC Investigation v (&) Kingdomn.

Display Message
Enter the mes: to display to the users once the alert is generated

This customer has been flagged as high risk and is in a country that requires further review

Robust document tracking

Connected KYC allows you to upload, manage, and track the status of documents. Appian's Intelligent Document
Processing (IDP) will automatically classify your documents in order to ensure that the correct documents are being
reviewed.

appian HOME TASKS  CUSTOMERS  KYC INVESTIGATIONS Connected KYC ~ @

KYC Investigation AWS-KYC-0001

Summary Questionnaire History Comments Findings

Search documents Q SEARCH - All types - v X, ATTACH DOCUMENTS
Name Document Type Status Uploaded 1
&, . : : . : . ~ 1
Template-Letter-of-authorisation-for-authorised-Signatories.pdf Stock Lending Agreement i PENDING REVIEW Today by Karina Anderson £
Template-Letter-of-authorisation-for-authorised-Signatories.pdf Authorized Signature List @ SUPPORTING Today by Karina Anderson £

Key data integrations

Connected KYC integrates with several leading data providers in the financial services space.



+ Back to home page

INTEGRATIONS
@ Companies House
@ DocuSign

@ Dun and Bradstreet

Intelligent Document

Processing (IDP)

@ Northrow

Office of Foreign Assets
Control (OFAC)

© Robotic Process Automation

Get started now

Ready to get started? See the Connected KYC documentation, starting with Installing Connected KYC for more
information.

Connected KYC 1.1 Release Notes

What's New?

The Connected KYC 1.1 release notes provide an overview of the latest changes and improvements to the Connected KYC
Solution. The new features and improved capabilities were designed with best practices in mind.

Schedule KYC

Connected KYC allow users to setup upcoming KYC investigations for either a single investigation or a regularly recurring
investigation. A KYC investigation will automatically open for the KYC group, then start and complete by the determined
date.


http://0.0.0.0:4000/kyc-22.2.1.1/installing-the-solution.html

Schedule KYC

Type

SCHEDULE PREVIEW
Single Multiple [.)

Target Completion

When should the first scheduled KYC complete? Kick Off Date Date

09/30/2022 ]

08/23/2022 09/30/2022
How often should this KYC repeat?

Yearly 08/22/2023 09/29/2023
How many days before the target completion date should the KYC kick off? @ 08/21/2024 09/30/2024
30 ... Trow(s)in

between
How many KYC investigations would you like to schedule?

5 08/21/2026 09/30/2026

Exclude weekends and holidays 5 items

If the calculated kick off date or target due date falls on a weekend or holiday, the date will be updated to
before the nearest business day. CUSTOMER INFORMATION

NAME
Antilles Bank [

RISK SCORE
60 Medium Risk
DOMICILE

@ Netherlands

SUBMIT

Automatically trigger a KYC from an alert

When important data changes are made to a customer record, alerts are generated to notify business users of the
change. With this release, Connected KYC can generate a KYC investigation automatically when an alert is triggered.

Update Alert Configuration

- wnat is an alerc?
‘ Specified Countries High Risk Alert An alert s a flag on the customer that is generated
when certain field values change

Trigger Conditions
What is a trigger?
Enter conditions that will trigger an alert. Then select the specific field values and their changes. Atrigger is a field/ set of fields which when their
values change, alerts are automatically generated.
Trigger an alertif:  All conditions are true v
How do the conditionals work?
Risk Score 100 ® Any condition is true implies that if any of the triggers
statements are true, then the alert to take effect. If
AND Domicile Argentina, Brazil, China, India, Mexico, Poland, South Afric © v @ this Isichasen, all the canditianals default to OR.
© Add Trigger Condition All conditions are true implies that all of the trigger
statements have to true in order for the alert to take
effect. If this is chosen, all the conditionals default to
AND.

Customer Filters

Determine which customers this alert will apply to. This alert will only apply to customers who meet this criteria. By default all customers recelve the alert .
Example

© Add Filter If you would want to create an alert for all customers
who either have risk score > 50 or whose domicile is
Generated Events United Kingdom, you would choose "Any of the
above". Add a trigger with a field of risk score,
Select events to generate when the alert is triggered operator of >, value of 50. Add a trigger with a field of
Domicile, operator of IN, and value of United
Then Create KYC Investigation v (%) Kingdom.

Display Message
Enter the message to display to the users once the alert is generated

This customer has been flagged as high risk and is in a country that requires further review




Risk score explanations

Wherever risk scores are referenced, users now have a clear explanation of how a risk score is determined and what the
thresholds are for a high, medium, or low risk score.

How to set response risk score?

Determine a response risk score for each question
response you create. You will be able to change
the score later, when using individual questions to
create a custom questionnaire.

How is this different from customer
risk score?

Customer risk scores are derived from response
risk scores. A customer’s overall risk score is
calculated by summing all response risk scores for
every selected response in a questionnaire.

Once summed, these are the customer risk score
thresholds:

® Low (0-32)
Medium (33-65)
@ High (>66)

Solution Support

Appian provides product and documentation for 12 months from the general availability (GA) release date of a solution
release. After 12 months, the solution product documentation is deprecated and archived.

In addition to the Connected KYC release notes and product documentation, Appian's Solutions Support team provides a
number of services to ensure the success of your Connected KYC solution. See the Appian Solutions and Documentation
Support Guide for more information.

Release History

The Release History table provides information about each Connected KYC version, including release dates, supported
Appian platform versions, support expiration dates, and documentation availability.

Solution Release Supported Appian Support Expiration Download PDF

Version Date Platform Date

23.3.1.6 27 Oct 23 233+ 28 Oct 24 -

23.2.1.5 11 Aug 23 232+ 12 Aug 24 -

23.1.1.4 19 May 23 231+ 20 May 24 -

22.41.3 3 Feb 23 22.4 + 5 Feb 24 -

22.4.1.2 11 Nov 22 22.4 + 13 Nov 23 -

22.2.1.1 29 Jul 22 222 + 29 Jul 23 -

22.1.1.0 13 May 22 221+ 13 May 23 KYCv22.1.1.0
Docs

You can view the documentation for an unsupported version of Connected KYC by clicking the document link associated
with the solution version you want to download from the Download PDF column. After the download completes, you can


https://docs.appian.com/suite/help/22.3/Appian_Solutions_and_Documentation_Support_Guide.html
https://docs.appian.com/suite/help/22.3/Appian_Solutions_and_Documentation_Support_Guide.html
https://appian-docs.s3.amazonaws.com/archived_docs_solutions_pdf_zips/kyc/kyc_22.1.1.0_pdf.zip
https://appian-docs.s3.amazonaws.com/archived_docs_solutions_pdf_zips/kyc/kyc_22.1.1.0_pdf.zip

open ZIP file to view the PDF.

To learn more about a supported solution version, start with the Connected KYC Overview.

Installing Connected KYC

Introduction

The Appian Connected KYC solution is a customizable, expertly-developed application built on the Appian low-code
platform. It allows financial services professionals to streamline the Investigations process for new and existing
institutional customers into financial service products.

This guide provides guidance for installing Connected KYC or upgrading from one Connected KYC version to the most
recent.

System requirements

¢ Appian platform running version 22.2 or greater.
¢ Asupported version of MariaDB as a business data source.
o Note: Instructions below are for MariaDB databases. For use with other databases, the SQL script used in Step
3 for both installing and upgrading will need to be modified.
e Asupported web browser.

Verifying Appian version and database type

To check the Appian platform version and database: From the navigation bar, click on About Appian.

Connected Onboarding ~

Admin Console

Appian Designer \R
Appian RPA

Cloud Database

System Logs

About Appian
Help

Refer to the Appian Version number under System Information.


http://0.0.0.0:4000/System_Requirements.html#web-browsers

About This Environment appian

SYSTEM INFORMATION REFERENCE LINKS £
‘& Appian Community
Appian Version 22.3
B View Release Notes
Appian RPA 8.4.0 B View Hotfix Notes

Execution Engines 3
Application Server Configuration Single

Hosting Environment Appian Cloud
Learn more about High Availability &

Feature Toggle Mode Custom Properties

DATA SOURCES

@ This list only includes data sources that are added in the Admin Console or configured in the application server. Your environment may also include connected system objects for data sources. Learn more about
data source connected systems [

Name Type RDBMS Version Driver

EXPORT @Kol

To check the solution version: From the Connected KYC homepage, scroll to the bottom.

Technical support

In the instance of technical difficulty, current customers can log into Appian Community and open support cases. All users
of Connected KYC can also email Appian Support at support@appian.com.

Installing Connected KYC

Installing Connected KYC consists of five main steps:

1. Download the software package.

2. Deploy Connected KYC plug-ins to the Appian environment.

3. Create the database objects in the business data source.

4. Import the Connected KYC application into the Appian environment.

Before starting the installation process, review the System Requirements to make sure all minimum requirements are
met.

Step 1: Download software package

The first step in installing Connected KYC is to download the software package that contains the following files. These files
will be used in the remaining set up steps.

¢ ConnectedKYCv2.1.1.sql: SQL script for creating the database objects needed for the Connected KYC application.
¢ ConnectedKYCv2.1.1.zip: Application package to import into Appian.
¢ ConnectedKYCv2.1.1.properties: Import customization file for configuring the solution package.

To download the software package:

1. In MyAppian, navigate to the Support tab.

2. At the top of the page, select DOWNLOADS and then SOLUTIONS.

3. In the grid, click Connected KYC v2.1.1.

4. Under Downloads, click Connected KYC Components and agree to the License Agreement.
5. Click Connected KYC Components to download the ZIP file.

6. Unzip ConnectedKYCv2.1.1.zip to access the installation files.


https://forum.appian.com/suite/sites/myappian/page/support

Step 2: Deploy plug-ins

Connected KYC relies on the following plug-ins to be deployed and configured in the target system before the application
files can be imported.

Appian Cloud environments
To deploy the plug-ins for an Appian Cloud environment:

. In the target environment, log in as the deployment user.

. Navigate to the Admin Console.

. On the left side of the console, click Plug-ins.

. Click ADD PLUG-INS.

. Search for and click Appian Solutions.

. Click DEPLOY.

. Repeat the above steps, but search for and click Advanced Unzip, Google Cloud AutoML, Google Cloud Storage,
FS Integration Plug-in, and People Functions.

NOoO ok W=

Self-managed environments

¢ Appian Solutions Plug-in

e Appian FS Integration Solutions Plug-in

¢ Advanced Unzip

e Google Cloud AutoML Connected System
e Google Cloud Storage Connected System
e People Functions - Plug-in

Once all plug-ins are downloaded, deploy the plug-ins to all environments. The steps for deploying plug-ins are different
depending on if you have an Appian Cloud or self-managed environment.

To deploy the plug-ins for a self-managed environment:

¢ Follow the Deploying Plug-ins instructions to deploy the Appian Solutions Plug-in, Appian FS Integration
Solutions Plug-in, Advanced Unzip, Google Cloud AutoML Connected System, Google Cloud Storage
Connected System, and People Functions - Plug-in plug-in files that were downloaded in Step 1.

Step 3: Create database objects

In order to create the structure for the database tables, views, and other objects that are a part of the Connected KYC
application, you will need to run a DDL script in your database.

To create the database objects:

¢ Inyour MariaDB business database, import and run the sql DDL file that was downloaded in Step 1.

Step 4: Import the application
The next step to install the Connected KYC application is to import the application files into the target environment.
To import the application:

1. In the target environment, log in as the deployment user.

2. Navigate to the Appian Designer.

3. Click IMPORT.

4. Click UPLOAD and choose the zip file that was downloaded in Step 1.


https://community.appian.com/b/appmarket
https://community.appian.com/b/appmarket/posts/appian-solutions-plug-in
https://community.appian.com/b/appmarket/posts/appian-fs-integration-solutions-plug-in
https://community.appian.com/b/appmarket/posts/advanced-unzip
https://community.appian.com/b/appmarket/posts/google-cloud-automl-connected-system-plug-in
https://community.appian.com/b/appmarket/posts/google-cloud-storage-connected-system-plug-in
https://community.appian.com/b/appmarket/posts/people-functions---plug-in
http://0.0.0.0:4000/Appian_Plug-ins.html#deploying-plug-ins

5. Select Include related import customization file and click UPLOAD. Select the properties file that was
downloaded in Step 1.
o Note: If you have credentials for any of the integrations, you may include them in the properties file.
6. Click INSPECT in order to ensure that there will be no complications on import.
o Note: Inspection could take several minutes and may time out, but import will continue in the background.
7. Click IMPORT.
o Note: The import may time out due to file size, but import will continue in the background.
8. Review the import results.
9. In Appian Designer, verify that the processes AS KYC Set Group IDs and AS FS Set Doc IDs ran successfully.

If the business database is not called Appian, a warning will occur when inspecting/importing the data stores. To fix
this, after the import is complete, open each data store object and update the Data Source.

Step 5: Configure User Start Pages

After your import is completed, you should set up User Start Pages in the Appian Admin Console. This will ensure that
when your users log in they will automatically be directed to the correct site.

The recommended start pages for the Connected KYC user groups are:

Group Start Page URL
AS FS Internal Users https://< ENVIRONMENT-NAME >/suite/sites/connected-kyc
AS FS Appian Administrators https://< ENVIRONMENT-NAME >/suite/design

Next steps

Now that the solution is installed and the database is set up, you're not quite done yet. There are a few more steps you
need to take to get your solution up and running.

If you're using any integrations: Companies House, DocuSign, Dun and Bradstreet, Intelligent Document Processing,
Northrow, or OFAC, there are some prerequisites to complete and minimal configuration needed from the System
Administration Center.

After that, you're going to want to configure the solution for your organization's needs. How to Configure Connected KYC
outlines the steps you will need to take to modify the solution to work with your organization's requirements.

Additional specifications such as branding and timezone can be set in the Appian Admin Console.

Do not delete objects that are not prefixed with AS_KYC. This can cause problems with future Financial Services
solution setups and must be avoided. To learn more about how to safely edit these objects, go to the modifying
objects section of our documentation.

How to Set Up Connected KYC

Introduction

After installing Connected KYC, there are several configurations you will likely perform to customize the solution for your
organization's processes. In order to make sure your solution remains flexible, scalable, and aligns with best practices, we
have provided instructions to guide you through some of the most common configurations.



http://0.0.0.0:4000/Appian_Administration_Console.html#user-start-pages
http://0.0.0.0:4000/Appian_Administration_Console.html
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This page outlines the order we recommend for configuring the default solution to work for your organization after
completing the installation process. However, all of these instructions can be used to modify the solution at any time.

Updates in Appian Designer should be done with caution by someone familiar with Appian development.

Modifying objects

To make sure you always have the default interfaces, expression rules, and process models to refer back to, we suggest
performing the following steps if you need to customize the solution:

o Create copies of the interfaces, expression rules, and process models you want to update.

e Name them with the suffix of CUSTOM. For example, something different than
AS_KYC_FM_InvestigationSummary_CUSTOM.

¢ Use your new objects instead of the original objects.

Do not create copies of the CDTs. This would require you to update every reference to the CDT in the application.
Instead, just modify the default CDTs provided in the application.

Following this paradigm will reduce the time and effort required to upgrade or add an additional Connected FS solution to
your environment.

Step 1: Configure user groups and security
Configuring user groups and security is a good place to start.
You will need to know:

« If your organization has any additional business roles that are not covered in the default business groups.
¢ What users should be members of each business group.

For more information on how to configure groups and security, see the following pages:

¢ See Modifying Groups to understand how to modify groups to fit your organization, as well as how to add users to
the appropriate groups.

e See Groups Reference Page for more information about the default groups in Connected KYC and what they provide
access to.

¢ See Managing Group Membership for instructions on adding users to groups from the front-end Connected FS
Settings site.

Step 2: Set default system behavior

The following solution behaviors can be configured by simply updating certain constants:

e Enabling or disabling comment notification.
e Turning integrations on or off.
o Setting the default currency.

Step 3: Configure the create a new Investigation process

The create a new Investigation process consists of the following data-entry steps:

1. Choose a customer.
2. Provide Investigation details.

These steps can be modified to fit your organization's processes and data requirements by configuring investigation
values, fields, labels, and validations.



http://0.0.0.0:4000/kyc-22.2.1.1/modifying-groups.html
http://0.0.0.0:4000/kyc-22.2.1.1/groups-reference-page.html
http://0.0.0.0:4000/kyc-22.2.1.1/setting-up-groups.html
http://0.0.0.0:4000/kyc-22.2.1.1/create-new-investigation.html

Configure investigation values

The Create New Investigation form includes several key dropdown values that allow you to tailor the solution's
Investigation process to match your organization's requirements and needs. In order to adapt Connected KYC for your
organization, a business user can easily set these values and relationships in the DATA tab of the Connected KYC settings

page.

A business user will be able to set up:

¢ The values of account types, customer types, document types, Investigation types, and product types.
¢ Which products are added by default during a specific Investigation type.

¢ Which accounts are created when a certain product is added.

¢ Document examples to train the IDP classification process.

e The values of account types, customer types, document types, Investigation types, and product types.
e Document examples to train the IDP classification process.

Configure dropdown lists

Most dropdown lists that are required for creating an Investigation can be configured by a front end business user in the
Connected FS Settings page. The dropdown lists that cannot be set in the Connected FS Settings page are stored in
reference tables. A dropdown list type is how you group dropdown list values, such as Entity or Request Status. You can
update these values by updating the reference data tables.

Dropdown list Type *
types

Headquarters

Dropdown list Home

value Registered Office

Work

You will need to know:

¢ What changes are required for the dropdown list values?
¢ Do you need any additional dropdown lists?

As long as you haven't loaded any data into the application, deleting unnecessary dropdown list values from the reference
data tables should not cause a problem. Solution setup is the only time you should delete any values from reference data
tables, and you must do so with care. However, you should never delete the data from a shared table. These include:

e AS_FS_R_COUNTRY

e AS_FS_R_CURRENCY

e AS_FS_R_DATA

e AS_FS_R_GLOBAL_INDUSTRY_CLASS
e AS_FS_R_M_CURRENCY



e AS_FS_R_REGION
e AS_FS_R_STATE

These tables are shared within the Financial Services solutions, were built to work together. If your organization ever
decides to use more than one Financial Solution solution, deleting rows from these tables could cause problems.
However, adding or editing rows is fine. If you don't need a value from one of these tables, make the value inactive
instead of deleting it.

When setting up your solution, do not delete all of the values for a certain dropdown list type. If you do delete a
dropdown list type, you will need to remove any references to that dropdown list type in the solution.

For instructions on how to modify these types of reference data, see the following pages:

e See Modifying Dropdown Lists for instructions on how to:
o Modify the dropdown list values.
o Add new dropdown lists types.

Configure fields and Ul text
It is likely that the default fields and Ul text throughout the create new Investigation process will not exactly match your

organization's requirements. You can configure them to meet your organization's needs.

Ul text

Name *
Field

For each of the create new Investigation data-entry steps, you will want to know:

¢ What fields are not applicable?
e What fields need to be added?
e What Ul text needs to be modified or added?

For instructions on how to modify fields and Ul text, see the following pages:

¢ See Modifying Record Fields for instructions on how to add or modify the fields that appear in the solution
interfaces and store data.
¢ See the Solutions Hub User Guide for instructions on how to modify Ul text, including adding a new language.

Configure validations

The create new Investigations process includes many validations by default, including validations that:

¢ Preventinvalid data from being entered into certain fields.

Performance Return Term

Ten days

The value provided is not an integer.

¢ Ensure that all of the required information has been entered for an Investigation.

The Modifying Field Validations page describes the default validations and how to modify these validations.

Step 4: Create Investigation process templates

After you have configured your application, you can create the Investigation process templates to be used during the
create new Investigation process. The Investigation process templates determine which tasks will be assigned by default
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for each new Investigation that is created.
You will need to understand your organization's current Investigation processes including:

¢ What categories to organize the tasks by?

¢ What are the distinct types of Investigations that have a standard set of tasks?
¢ What are all the tasks required to complete the various types of Investigation?
¢ What types of tasks will your organization need?

¢ Which business groups are responsible for each task?

¢ What tasks rely on other tasks to be completed first?

¢ What are the expected due dates for each task?

Before you create any templates, you will need to set up the attributes that will be used to select an Investigation
template. The out-of-the-box, Investigation templates selected are based on the Investigation Type and Region of the
Investigation. See the Solutions Customization Suite User Guide for instructions on how to customize these attributes. See
Template Selection Attributes.

You will also need to confirm which key dates the task due dates should be based on. By default, the task due dates are
based off of the Investigation's target due date. You can modify key dates that are available for calculating task due dates.

When users create new tasks, they can choose from attach document, review, confirmation. If you need different types of
tasks, you can add new automated or data entry task types. See Adding a New Task Type for instructions.

# Funding Details

& Customer Benchmark

& Confirmation

& Confirmation

X Attach Document

See Setting Up Investigation Workflows for more information, including how to manage task categories, tasks, and
Investigation templates.

Step 5: Import existing data
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You can migrate data into Connected KYC from other systems that your organization is using. This process is generally
very unique and has its own nuances that depend on many factors.

Migrating Data provides the general steps to move customers, documents, accounts, and products into Connected KYC.

Step 6: Internationalize display text (optional)

If your organization requires it, you can translate all of the text displayed in interfaces into multiple other languages using
bundle files and reference data.

Before you begin, you will need translations for all of the text displayed in the Ul.

See the Solutions Hub User Guide for instructions on how to modify Ul text, including adding a new language.

Internationalizing the Connected KYC application includes:

e Modifying Ul Text
e Modifying Dropdown Lists

Step 7: Set up web APIs and integrations (optional)

After you complete the initial setup of the solution, you may want to take advantage of the various capabilities to extend
the Connected KYC application.

You can use web APIs and integrations to automatically create new Investigations, classify documents, pull in customer
information, and collect signatures.
Automatically create new Investigations through a web API

Many organizations will be able to create new Investigations automatically by kicking off an Investigation from another
application, such as Salesforce.

See Create Onboarding Web API for information on the web API that is used to facilitate automatic Investigation creation.

Configure integrations

Several integrations are available to be used throughout Connected KYC. These integrations need some initial prerequisite
set up and minimal configuration in the System Administration Center in order to be used. Using these integrations is
completely optional.

The available integrations are:

e Companies House

e DocuSign

e Dun and Bradstreet

¢ Intelligent Document Processing (IDP)
e Northrow

e Office of Foreign Assets Control (OFAC)

Step 8: Configure auditing for new fields (optional)

After setting up your initial CDTs, you may want to go back and track specific fields. You can use auditing to automatically
configure this in your solution.

Connected KYC Architecture Overview

Introduction
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Use this page as a way to get familiar with the Connected KYC before getting started on customizing or configuring the
solution. This page outlines and explains the patterns developed by the Appian Solutions developers to make it easy to
navigate and understand the solution when you are making changes. You can find additional examples that show how to
customize and modify your solution documented in the Modifying section.

Connected KYC Sites

Connected KYC has three main sites, each targeted at a different user group.

1. Connected KYC: The primary site for all users of the solution. This is where user groups will view their tasks,
reports, and records.

2. Connected FS Settings: This site is for business power users of the solution. The groups using this site are
responsible for setting up the main Investigation processes and data.

3. System Admin Center: This site is for IT users that typically would have designer or administrator access for the
Appian install. This site hosts integration status and toggles for easily turning the integrations on or off.

Primary records and relationships

Connected KYC uses Appian records and record relationships to power the Investigation processes. The two main records
included in the Connected KYC solution are: Customer and Investigation records.

Customer records are the highest level of records in the solution and can have many Investigation events. Any piece of
runtime data is going to be related to either of these two records.

Explanation of prefixes

Specific prefixes are used for consistency and to give a high level understanding of the object or database table. Prefixes
are used to indicate where the object is used and what the object is used for.

AS is the prefix for all objects and database tables that are created and included in the Connected KYC solution. This will
help differentiate objects that were shipped as part of the solution. It is recommended that for new created custom
objects that implementation teams use a distinct prefix.

The database table names follow the pattern: AS_[Solution]_[Module]_[Table Type]_[Table Name].

The Appian objects in the application follow the pattern: AS_[Solution
Name]_[Module]_[ObjectType]_[ObjectDescription].

Solution Prefixes

The Solution prefix options in the application are:

o KYC: indicates that the database table or object is used for the Connected KYC solution only.

« FS (Financial Services): indicates that the database table or objects is a global Financial Services table. Shared FS
tables and objects are especially important when there are multiple FS solutions on the environment or planned to
be on the environment as all of the FS solutions will share the table.

¢ CO (Common Objects): indicates that this is an object that is a commonly reused rule throughout the application.
These objects are used for consistency throughout the application and across any Connected FS solutions that are in
the environment.

Module Prefixes

Module prefixes indicate that certain tables or objects all relate to the same functionality. For example, if you're looking
for all tables that affect the KYC questionnaire functionality, QNM will indicate that those tables are related.

The main module prefixes in the application are:



Abbreviation Module Reference

QNM Questionnaire Management
CHS Companies House

CS Consolidated Screening (OFAC)
IDP Intelligent Document Processing
TMG Task Management

ALT Alert Management

RC Record Comments

Table Type Prefixes

Table type prefixes are specific to the database tables and indicate what the table is used for.

If a table does not have a table type prefix, it is used as a transactional table. Reference (R) tables hold data that is
relatively static and generally used for populating other fields or tables, while template (T) tables hold data that will

generate a Investigation.

For example, reference questions from the AS_KYC_QNM_R_QUESTION table populate the dropdown of available questions
on the template questionnaire. When the questions are configured on the template questionnaire they are template
questions in the AS_KYC_QNM_T_QUESTION table. When the questions are generated at runtime from the template
questions, they are then stored in the AS_KYC_QNM_QUESTION table.

The table type prefixes are:

Abbreviation Table Type

Transactional

A Audit

R Reference

T Template

AR Audit Reference
AT Audit Template

Object Type Prefixes

Object prefixes indicate what type of Appian object is being used in order to help the user understand what is in the
object before opening it.

The object type prefixes are:
Abbreviation Module Reference

CRD Card

SCT Section



Abbreviation Module Reference

GRD Grid

BTN Button

BL Business Logic

WA Web API

CcP Component

CPS Components

FM Form

QE Query Entity

QR Query Rule

DSP Display rule

uT Utility rule

Ul Ul component for expression rules
UNMAPPED CDT that does not have a DB table
ENUM Enumeration

FLD Folder

APPREF Application reference

HCL Header content layout

SBS Side by side layout

SCT section layout

ENT Entity

TST Test (object used for testing, for example, to populate a test case)
VAL Text value

VLD Validation

Common objects

Common objects are objects that are used across the application to help with logic or formatting used consistently. These
objects are prefixed with CO. Don't change these objects as they are used multiple places and can cause issues.

Deprecated objects

Some objects may no longer be used within the application, but are included due to potential application upgrade
conflicts. These objects will all be prefixed with zzz_DEPRECATED.



Internationalization

The Connected KYC solution can be translated into multiple languages. Note that certain Ul text for Connected KYC's
interfaces are contained in bundle files. For example, labels, validation messages, tooltips, and instructional text all exists
in bundle files. To update this Ul text, you update the bundle file that is associated with it.

Note that some dropdown list values are contained in reference data tables. To modify this type of Ul text, see Modifying
Dropdown Lists. Keep in mind that user-entered text always displays in whatever language the user entered.

Using bundle files

In order to display Ul text, the Connected KYC application loads the correct language bundle (or document file) based on
the default language that the user has selected.

It is important that each default language available for users to select has a corresponding set of bundle files. For
example, if users can select English (United States) or Espa??ol from settings, there must be corresponding bundle files for
each of these languages.

For interfaces that are in the AS KYC Full Application application, you need to load the entire bundle onto the form to load
the Ul text onto the interface. You can do this by using a local variable with the rule!AS_KYC_UT_loadI18nBundles
expression rule.

The only parameter you need to pass in is called triggerRefresh. Under most circumstances, triggerRefresh can be
passed as null.

The triggerRefresh parameter is only needed in cases where internationalization data needs to be reloaded after the
user completes an action. For example, after a user adds new dropdown values from the front end the triggerRefresh
should be a variable that is updated on completion of that action.

EXAMPLE

1 al!localVariables(

2 local!il8nData: rule!AS_KYC_UT_loadI18nBundles(
3 triggerRefresh: null

4 )

5

The rule!AS_KYC_UT_loadI18nBundles expression rule will automatically take into account the user's language and load
the correct Ul text. It's recommended that you call this rule in the main form and pass the Ul text data to the sub-
interfaces as a rule input. Name the rule input 118nData and make the Type anyType.

To display Ul text on an interface, for the parameter that specifies the text to display, such as the label parameter, use the
rule!AS_CO_T18N_UT_displayLabel expression rule. In the following example, the Ul will display Screening Results,
which is the value of the 1bl_ScreeningResults label key in the bundle file.

The value of the bundleKey parameter is created using:

¢ The name of the bundle file, without the language suffix (en_us). For example: AS.KYC.Al1Bundles.
e The label key for the value that you want to display. For example: Lb1_NoCountriesAvailable.

The bundleKey parameter in this example would look like: AS.KYC.Al1Bundles.1lbl_NoCountriesAvailable.

local!il8nData:rule!AS_FS_UT_loadI18nBundles(triggerRefresh: null),
a!formLayout(
label: rule!AS_CO_I18N_UT_displaylLabel(
i18nData: local!il8nData,
bundleKey: "AS.KYC.AllBundles.lbl_NoCountriesAvailable"
D
)

O NOUTHS WN P

Updating bundle file text



To update the text or languages in the bundles files, use the Solutions Customization Suite.

It is also possible to download the bundle file documents directly and update them manually. Be sure to update a bundle
file for each language.

Default bundle files

The bundle files that are shipped with Connected KYC are as follows:

AS.KYC.AllBundles

AS.KYC.QNM.Al1Bundles
AS.KYC.RC.A1l1Bundles
e AS.KYC.TMG.Al1Bundles

The prefix explanations above also apply to these bundle files. Any bundle file with an FS prefix is a shared file and all
references to that label across solutions will be updated.

Overview

How do | tailor a solution for my needs?

There are several activities that can be performed to tailor a solution to meet the specific needs of your organization. The
table below describes the difference between a configuration and customization activity, and where to perform each type
of activity within the solution.

Activity Description Where is it
Performed?
Configuration Adapting a solution for a range of scenarios by modifying the solution's In Solution
out-of-the-box, front-end settings. Configurations do not involve code
changes.
Supported Customizing a solution for a range of scenarios by adding code via the Solutions Hub
Customization Solutions Hub. Supported customizations do not modify the solution's

source code but are performed in accordance with the customization
steps and are upgrade friendly.

Customization Changing a solution for a range of scenarios by modifying or extending Appian
the solution's code. Customizations are firstimplemented in a Designer
development environment and typically not supported by available
configurations.

Wherever possible, you should always explore configuration changes first, followed by Supported Customization via the
Solutions Hub. If needed, and as a last resort, customize your solution via Appian Designer.

What is the Solutions Hub?

The Solutions Hub is an Appian site that enables Low-Code Developers to perform Supported Customizations on a
compatible solution built on the Appian platform. These types of customizations enable the solution to meet the needs of
their organization while preserving a clean upgrade path.

Supported Customization is intended for use in a development environment only, where these types of customizations
should be performed and tested before being promoted to a higher environment.



Configuration changes are performed within the solution itself. The Solutions Hub also offers a Configuration Export &
Import capability, which allows a set of solution configuration data to be exported from one Appian environment and
imported into another. This capability is available in all environments that have compatible solutions built on the Appian
platform.

Just as Amazon allows small business owners to set up and customize their own online storefront, the Solutions Hub
allows you to truly make an Appian solution your own so that it meets the needs of your specific use case.

Supported Customizations made using the Solutions Hub are preserved when you upgrade to a new solution version. This
means that when you upgrade your Appian Solution to get the new features, your previous customizations remain intact.
This allows your organization to take on a newly released solution version as soon as it is available.

When should | use the Solutions Hub?

It is important to understand when you should utilize the Solutions Hub over customizing directly in Appian Designer.
Appian recommends using the Solutions Hub when:

¢ You want to modify your solution's branding.

¢ You want to modify text in the languages that ship with your solution.

¢ You want to add new text to support a customization.

¢ You want to modify images that ship with the solution.

¢ You want to add new user interface components, pages, or elements to the solution, and there's an applicable user
interface customization template that fits your use case.

e You want to extend a process that ships with the solution, and there's an applicable workflow customization
template that fits your use case.

¢ You want to adjust business logic that ships with the solution, and there's an applicable business logic customization
template that fits your use case.

¢ You want to move a set of solutions configuration data from one Appian environment to another.

¢ You want to preserve customizations and not have to reapply them each time you upgrade your solution!

Each solution supports a varying degree of these use cases. You can find all of the available supported customizations for
your solution by opening up the Solutions Hub on a development instance of your solution. If you need to install the latest
version of the Solutions Hub, you can follow the steps in the installation guide.

Solutions Hub Installation Guide

Introduction

The Solutions Hub comes pre-installed on your environments with any new solution offering or upgrade of an existing
solution via Appian Cloud.

This page provides instructions for installing the Solutions Hub. Manual install is necessary if you:

e Are an on-premise customer.

e Want to receive the latest version and features of the Solutions Hub, but you haven't recently upgraded, or do not
plan on upgrading, your Appian solution.

e Want to install the Solutions Hub on another environment outside of your Cloud-provisioned environments.

Technical support

Please call the dedicated solution help line for your region if at any point you need assistance or have questions:

e US:+1(703)420-1311
e AUS: +61 2850 34152
e UK:+44 203929 3748

All Appian Solution customers can also email Appian Support at support@appian.com or log in to Appian Community and
open a support case to request assistance. Information on Solutions Support Services can be found here.
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System requirements

e Appian 22.2 or later.
¢ Asupported web browser.

Step 1: Download software package

To download the software package (as an existing Customer or Partner):

. Go to the SUPPORT tab on My Appian.

. Click DOWNLOADS.

. Click SOLUTIONS.

. Find and open "Solutions Hub v22.2.1.2.X", where "X" refers to the latest hotfix increment on this version's branch.
Be sure to stay up to date on the latest hotfix increment by regularly visiting this page.

. In Downloads, click the Solutions Hub installer link.

. Click PROCEED to agree to the license agreement.

. Click Solutions Hub v22.2.1.2.X to download the ZIP file.

. Unzip SolutionsHubv1.2.X.zip to access the software installation files.
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Locate the following installation files, some of which will be used in later steps.

e appian-solutions-1.27.X.jar
e SolutionsHubvl.2.X.zip
e SolutionsHubvl.2.X-AdminConsole.zip

Step 2: Deploy Plug-ins

The Solutions Hub relies on the /atest version of the Appian Solutions Plug-in to be deployed in the target environment
before the application can be imported. This plug-in is also a prerequisite for most Appian solutions, so it may already be
installed on the target environment.

¢ Appian Solutions Plug-in (v1.27.X+)

Appian Cloud Environments
To deploy the plug-in for an Appian Cloud environment:

1. In the target environment, log in as the deployment user.
2. Navigate to the Admin Console.

3. On the left side of the console, click Plug-ins.

4. Click ADD PLUG-INS.
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5. Search for the plug-in by name. For example, Appian Solutions Plug-in.

Available Plug-ins

Search

Appian Solutions

Name Description Type
‘ . Plug-in with functions and smart services to be used across Plug-in (Function &
Appian Solutions g . :
Appian Solutions Smart Service)

All plug-ins are use-at-your-own-risk, and their functionality is not guaranteed by Appian. All plug-ins should be tested thoroughly. For
more details about individual plug-ins, visit the Appian AppMarket.

CLOSE

6. Click on the plug-in name.
7. Click DEPLOY.

Appian Solutions

Re-deploying plug-ins that are already enabled on this site could take up to a few minutes.

Plug-in with functions and smart services to be used across Appian SolutionsThis  Contributed By
plugin contains functions and smart services used across selutions and dan.tobias
exclusively for solution applications.
Component Type
Plug-in (Function & Smart Service)

Version
1.12.0

Last Updated
2021-07-27

CANCEL DEPLOY

Self-Managed Environments
To deploy the plug-in for a self-managed environment:

1. Retrieve the latest version of the Appian Solutions Plug-in from the AppMarket. Alternatively, you can also use the
appian-solutions-1.27.X. jar file downloaded in Step 1.
2. Follow the Deploying Plug-ins instructions to deploy the plug-in file.

Step 3: Import the application

Import the application into your target environment.

1. In the target environment, log in as the deployment user.

2. Navigate to the Appian Designer.

3. Click IMPORT.

4. Click UPLOAD and choose the SolutionsHubv1.2.X.zip file that was downloaded in Step 1.
5. Click IMPORT PACKAGE.

Step 4: Set User Start Pages
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By default, the start pages contained in the SolutionsHubvl.2.X-AdminConsole.zip file set the Solutions Hub site as the
landing page and user start page for all Designers and System Administrators.

If you already have user start pages configured, we recommend skipping this step. If you have not already configured your
user start pages, we recommend importing this file.

Follow the Importing Admin Console Settings instructions to import this file.

Next steps

After you finish installing the application, see the User Guide to learn how to use the Solutions Hub.

Solutions Hub User Guide

The Solutions Hub is a standalone site that offers a number of features that allow you to customize your solutions from a
centralized dashboard. You can easily access the site from your solution's development environment. If the Solutions Hub
is not installed on your development environment, you can follow the installation guide to install the suite.

The Solutions Hub User Guide is your quick reference guide to understanding of all of the features the Solutions Hub has
to offer and how to use them to customize different components of your solutions.

Landing page

When you open the Solutions Hub, you'll see all of the solutions installed on the environment that support customization
through the Solutions Hub.

ﬂppiﬂﬂ Solutions Hub ~ {

Welcome, Bryan.

Go-Live with your Solutions.

<85 Financial Services Suite

M Use the links below to manage content for solutions in the suite

@ Connected Onboarding ﬁ Connected Servicing E. Know Your Customer

L ¥ Manage contentfor kelease v 1.U — ¥

To access all of the available customizations for a given solution, click on the solution. If the solution is part of a solution
"suite", then an additional MANAGE SUITE CONTENT button appears. For example, the Financial Services solution suite
contains the Connected Onboarding, Connected Servicing, and Know Your Customer solutions. Any customizations
common to all Financial Services solutions can be accessed by clicking the MANAGE SUITE CONTENT button.
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Once in the context of a particular solution, you will be greeted with an overview of configuration & customization
opportunities available for your solution. From here, you'll have the tools you need to configure & customize your Appian
solution! There are links to the solution's configuration site(s), navigation tabs to each type of supported customization,
and lastly a direct link to Appian Designer.

Solutions Hub ~ |

Financial Services Suite A
& Overview
x I

* Brand

How do I tailor Financial Services Suite for my needs?

Images

Wherever possible, you should always explore configuration changes first, followed by Supported Customization via this site. As a last resort, customize

Text
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=

your solution via Appian Designer.
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Connected KYC 22.2.1.1 supports the following customization categories. Each solution offers a varying degree of
supported customization templates within each category.

Branding
The branding section allows you to customize your solution to match your organization's name, logos, and colors.

You won't have to go into multiple site objects on the back-end to configure the branding across your solution. It's all
taken care of via the Solutions Hub. The best part? When you use the suite to customize the branding for your solution,
you won't have to reapply the customizations when you upgrade your solution to the latest version.

The BRAND section allows you to quickly and easily customize the following three brand elements for a selected solution:

e Organization*
e Logos
e Colors

e

appian Solutions Hub ~ Ii‘

Solution Suite -
I ORGANIZATION # UPDATE
L Qverview
k Organization Name @
‘ | Brand Appian
Images
# LOGOS # UPDATE
Text
Site Logo Favicon @
Functionality y
appian a)

o‘ COLORS & UPDATE
Accent Color @ Navigation Bar Color @
W #2322f0 W #020a51
Selected Highlight Color @ Loading Bar Color @
B #2322f0 B #2322f0
Header Background Color @ Chart Colors @
W #020a51 HEER Vidnight

Branding changes made here impact the selected solution only, they do not affect the Solutions Hub branding. It's
important to navigate to each solution's sites to view any branding changes you made.

Note: the organization name is visible only if your solution supports it.

Organization
The organization name should be reflective of your organization or company name.

This value is used in instances where the solution needs to refer to your organization. If left blank, the default name
(typically the solution name) will take effect.

To update your organization name, click UPDATE. The UPDATE ORGANIZATION dialog will open, which allows you to
update your organization name and save the changes.



B ORGANIZATION # UPDATE

Organization Name @
Appian

Logos

You can update logos to match your brand. Logos include the site logo that end users see within the solution's sites, as
well as the favicon that appears in a user's active Web browser tab.

# LOGOS & UPDATE

site Logo Favicon @

appian a

To update the logos in your solution, click UPDATE. The UPDATE LOGOS dialog displays with the current file for each
image. Hover over the image you want to replace, and click X to remove the current file. Then, simply upload a new image.
Site logo file types must be PNG. Favicon file types must be ICO. Be sure to save your changes when you are finished
updating your logo or favicon file.

# UPDATE LOGOS

Site Logo @ * Favicon @ *
Appian Logo White for Helium Sites T,
UPLOAD
®PP\G—8.15KB R

CANCEL UPDATE

Colors

The branding section gives you control over the color palette that is used in the solution. Colors are used throughout your
solution, from accenting selected items, to providing color to charts. This offers you the ability to set component colors for
your solution, such as:

¢ Accent Color
¢ Selected Highlight Color



¢ Navigation Bar Color
¢ Loading Bar Color

If a solution utilizes charts, you can even set the color palette that is used to render the charts. An extended range of
colors beyond the base set listed above may be available for certain solutions.

o/ COLORS # UPDATE
Accent Color @ MNavigation Bar Color @
Wl #2c3365 B #343b40
Selected Highlight Color @ Loading Bar Color @
B #2c3365 B #1d659¢
Header Layout Background Color @ Chart Colors @
W #2c3365 BEEE Midnight

To modify the colors in your solution, click UPDATE. The UPDATE COLORS dialog appears, which allows you to change the
color of each presented field. Colors must be entered as valid hex codes.

Chart colors include pre-set color schemes, or you can enter your own set of hex codes by selecting CUSTOM

o/ UPDATE COLORS

Accent Color @ * MNavigation Bar Color @ *

8 o365 8 343040
Selected Highlight Color @ * Loading Bar Color @ *

B 53365 B gesac

Header Layout Background Color @ * Chart Colors @
8 o365 sses

Color Scheme

‘ Midnight - ‘

Classic

Midnight

Ocean
Moss
Berry
Parachute
Rainforest

Sunset

CANCEL Custom UPDATE

Once you have made your edits, click UPDATE to save your changes.

Text

The Solutions Hub provides a quick and comprehensive means to customize the text that ships with a solution without
impacting future upgrades. This includes editing text that comes with the solution and adding new text.

Within the Solutions Customization Suite, navigate to CONFIGURE & CUSTOMIZE -> TEXT.
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|Text aaa

temo & Default

Functionality
btn_AddComment

Comment P

btn_AddProductType

btn_cancel

btn_DeleteComment

Delete Comment &8 Defaul

Show status descriptions ¥ <1-50f400> »

Using the language bar, first select the language for which you want to make changes. By default, English (en_US) is
selected. Available languages include any that ship with the solution, or languages for which you added support.

Ei= GB

English (en_US) Spanish (es)

Once a language is selected, a grid shows all of the text within the solution for that language. The key, text, and status are
shown on each card:

Key
ins_ AddAddress Text

Status

Add an address to the customer record ir Default

To narrow down the text set, there is a search component that allows full or partial searches on either the text key or
value.

A s